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Got 
Encryption? 
As the remote 
workforce grows, 
VPN use is at an 
all-time high. 
This encrypts 
your data in 
motion, but data 
at rest on local 
drives should be 
encrypted as 
well. 
When disposing 
of hardware 
make sure to use 
software to 
properly lifecycle 
drives. 

 

Cyber Hygiene 
Today’s Topic: 
SAFEGUARDING DATA  

 

A Zero Day attack occurs when an attacker breaches a network, or 
computing system before vulnerabilities can be patched. In the 
computing world there is no such thing as set it and forget it. Installing 
updates immediately after testing is necessary to the company’s digital 
survival. One single vulnerability can expose an entire network. 

 
  

How often does your company 
update and perform backups? 
 

The second Tuesday of every month is known to Windows users as “Patch 
Tuesday”. This is the day that Microsoft releases new update bundles, do 
not wait to install these! Checking for available updates for all other 
software and hardware should be part of your company’s daily checklist. 

A regular backup schedule can save the company from more than 
accidental deletions. A complete backup of data is a great tool used to 
fight Ransomware, as well as protecting your network from failed 
hardware or a corrupted file. Every business will have a different schedule 
depending on the criticality of data used. The cybersecurity professionals 
at eFence have your company covered. 

 


