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CHROMEOS 
USERS 
CVE 2022-3201 
states that an 
attacker who 
convinces a user 
to install a 
malicious 
extension may 
bypass navigation 
systems. 
 
 
This is a phishing 
attempt! Never 
install software 
from an unknown 
party. 

 

Cyber Hygiene 
Today’s Topic: LAYERED DEFENSE  

 

Installing a Firewall at the entrance to your network will act as a barrier 
blocking unsolicited traffic, and regulate incoming and outgoing traffic 
with security controls (rules). Granular configuration of the firewall is 
highly recommended or else it may not work efficiently. 

 
  

 

Do you have Anti-Virus? 
Having Anti-Virus & Anti-Malware installed on each computer that you 
use will significantly increase the security of your network. In addition to 
the firewall filters, Anti-Virus software scans, protects, and scrubs data on 
a local level just in case a firewall is bypassed you are still protected. It is 
also recommended to use more than one Anti-Virus program. This is 
because no Anti-Virus is perfect and with multiple malware software, if 
one misses, the other should catch the malicious activity. 

Always remember, if your system isn’t acting normal say something right 
away, before it is too late. 

 


